
Безпека в Інтернеті. Для вчителів. 
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Інтернет є важливим інструментом для 

особистого та професійного спілкування.  

 

Проте ним можуть також зловживати, 

наприклад, використовувати для 

розсилання комп'ютерних вірусів і 

небажаної пошти, отримання інформації 

особистого характеру для крадіжок, 

шантажу, переслідувань, розповсюдження і 

залучення до порнографії, інформування 

про сайти, небезпечні для дітей, наприклад, про секти, наркотики та 

їх виготовлення, суїциди, різні види насильства.  

 

Ось чому важливо бути обізнаним з питань інформаційної безпеки. 

 

Виконуйте три наведені нижче рекомендації, і використання 

Інтернету буде для вас безпечним: 

 

Захистіть свій комп'ютер 

 

* Завжди оновлюйте операційну систему. 

* Використовуйте антивірусну програму. 

* Використовуйте брандмауер. 

* Робіть резервні копії важливих файлів. 

* Будьте обережними, завантажуючи вміст. 

 

Захистіть себе в он-лайні 

 

* Будьте обережними, надаючи особисту 

інформацію. 

* Думайте про те, з ким ви розмовляєте. 

* Пам'ятайте, що в Інтернеті не все є надійним і не всі є чесними. 

 

Дотримуйтесь правил 

 

* Ви маєте дотримуватися законів навіть в Інтернеті. 

* Пам'ятайте, що в Інтернеті ви повинні піклуватися про інших так 

само, як про себе. 


